
General data management information for the walletscanonco.com website 

  

1. Introduction   

The operator of walletscanonco.com, MEDICALSCAN Kft., considers it important to respect and enforce 
the data management rights of its customers and all other natural persons involved (hereinafter: you). 
During the management, registration, processing and processing of your personal data, MEDICALSCAN 
Kft. CXII of 2011 on the right to information self-determination and freedom of information. Act 
(hereinafter: Infotv.), REGULATION (EU) 2016/679 OF THE EUROPEAN PARLIAMENT AND OF THE 
COUNCIL (April 27, 2016) on the protection of natural persons regarding the processing of personal data 
and on the free flow of such data, as well as Article 95/46 It acts on the basis of the repeal of the EC 
Regulation (GDPR) and other legal provisions on data protection.   

  

We inform you now that the legal basis for the data is your consent. You can revoke permission at any 
time, which does not affect the legality of the data processing carried out on the basis of the grant before 
the revocation. Please send the request for revocation to our contact information specified in point 2. 

 

2. Who is the data controller?  

Name: MedicalScan Market and Public Opinion Researcher, Software Service Limited Liability Company 
(hereinafter: "MEDICALSCAN Kft.")  

Headquarters: (mailing address): 1121 Budapest, Jaror street 10 / B 

Company registration number: 01-09-898983  

Tax number: 14327968-2-43  

Statistical number: 14327968-7320-113-01  

E-mail address: adatkezeles@medicalscan.hu   

Telephone number: 06-1/336 21 08 

 

3. What are the basic principles of Data Management and what is the legal basis for data 
management?  

  

3.1.   Basic principles of data management  

MEDICALSCAN Kft. only handles your personal data to the extent and for the period of time absolutely 
necessary for the realization of its goals.  

During the data management, MEDICALSCAN Kft. ensures the accuracy, completeness and up-to-
dateness of the processed data.   

  

 



3.2 Legal basis for data management  

The legal basis for data management by MEDICALSCAN Kft. is defined in the list in point 4. 

 

4. The data management, its purpose, scope and duration of the managed data 

 Name of data 

management 
Legal basis for 

data 

management 

Purpose of data 

management 
Scope of processed 

data 
Duration of 

data 

management 
1.  Contact Based on 

Article 6 (1) 
point a) of the 
GDPR, you 
have 
expressed  
contribution 

Recording of e-
mails sent by you 
via the Website for 
the purpose of 
making an offer, 
request for an offer 
or other inquiry, 
and enabling the 
related contact. 

• name  
• your e-mail 
address   
• the subject of 
the inquiry  
• the inquiry  
• content 

Until the goal 
related to the 
inquiry is 
achieved, 
failing which, 
the data 
manager will 
delete the data 
after 6 months 
from the date of 
contact. 

 

5. Where does MEDICALSCAN Kft have your personal data?  

MEDICALSCAN Kft only handles the personal data provided by you. 

6. Where do we store the data? 
 
MEDICALSCAN Kft. stores your personal data electronically at our headquarters (1121 Budapest, Járőr 
utca 10. B. ép.). 
 

7. Will a data processor be used?   

MEDICALSCAN Kft. uses Dendrite Hungary Szoftver Szoftver Szolgáltató Korlátolt Felelősségű Társaság 
(company registration number: 01-09-683209; tax number: 11918547-2-43; registered office: 1121 
Budapest, Járőr utca 10. B. ed.) as a data processor during the processing of data. uses, which data 
processor acts solely on the instructions of MEDICALSCAN Kft., does not collect, store, or manage 
personal data for its own purposes. 

 

8. With what measures does MEDICALSCAN Kft. guarantee the security of the personal data it 
manages?  

8.1. MEDICALSCAN Kft. plans and executes data management operations in such a way as to ensure 
the highest level of protection of your privacy during the application of Infotv., GDPR and other rules 
regarding data management.  



8.2. MEDICALSCAN Kft. ensures the security of the data, takes the technical and organizational 
measures and develops the procedural rules that are necessary to enforce the Infotv., GDPR and other 
data and privacy protection rules.  

8.3. MEDICALSCAN Kft. takes appropriate measures to protect the data, especially against 
unauthorized access, alteration, transmission, disclosure, deletion or destruction, as well as against 
accidental destruction and damage, as well as against becoming inaccessible due to changes in the 
technology used. 

8. 4. If MEDICALSCAN Kft. uses an automated system for the processing of personal data, MEDICALSCAN 
Kft. will ensure with additional measures  

a) preventing unauthorized data entry;  

b) preventing the use of automatic data processing systems by unauthorized persons using data 
transmission equipment;  

c) the verifiability and ascertainability of which bodies the personal data have been or may be transmitted 
using data transmission equipment;  

d) the verifiability and ascertainability of which personal data was entered into the automatic data 
processing systems, when and by whom;  

e) the restoreability of the installed systems in the event of a malfunction and  

f) that a report is prepared on errors occurring during automated processing. 

 

8.5 MEDICALSCAN Kft. takes into account the state of the art when defining and applying data security 
measures. Among several possible data management solutions, MEDICALSCAN Kft. chooses the one that 
ensures a higher level of protection of personal data, unless it would represent a disproportionate 
difficulty for MEDICALSCAN Kft. 

 

9. In which cases can personal data be transferred to third parties?  

 MEDICALSCAN Kft. does not forward users' personal data to third parties. 

 

10. What are your rights and how can they be enforced? 

When processing your personal data, you have a number of rights and you can exercise them at any time.   

The Data Controller lists these rights below, along with what they mean for you. You can exercise your 
rights by sending a request to one of the contact details specified in point 2 of the Data Controller.   

  

Right to withdraw consent  

The data management according to point 4 is based on your consent, which consent to data management 
you have the right to withdraw at any time. The revocation does not affect the legality of the data 
management before the revocation. Please send your request for withdrawal of consent to one of our 
contact details specified in point 2. 



The right to access and correct personal data  

You have the right to access your personal data at any time, to request a copy, and to correct or update 
them.  Based on the right of access, you are entitled to receive information about the following: a) the 
purposes of data management;   

b) categories of personal data concerned;   

c) the recipients or categories of recipients to whom or to whom the personal data has been or will be 
communicated, including in particular third-country recipients and international organizations;   

d) where appropriate, the planned period of storage of personal data;   

e) the right of the data subject to request from the data controller the correction, deletion or restriction of 
processing of personal data concerning him and to object to the processing of such personal data;   

f) the right to submit a complaint addressed to a supervisory authority; and  

g) the fact of automated decision-making, including profiling (which in this case is the determination of 
personal preferences and interests based on your personal data included in the database, as well as the 
sending of direct marketing based on this).  

We understand the importance of this, so if you wish to exercise your rights, please contact us via one of 
the contact details specified in point 2. 

 

Right to data portability  

Your personal information is portable. This means that they can be moved, copied and transmitted 
electronically.   

If you wish to exercise your right to data portability, contact us via one of the contact details specified in 
point 2. 

 

The right to delete personal data   

You are entitled to request the deletion of your data if   

a) your personal data are no longer needed for the purpose(s) for which they were collected; or  

b) revokes his previous consent to the processing of his personal data, and there is no other legal basis for 
data processing; or  

c) objects to the processing of his personal data;   

d) personal data are not processed legally; or  

e) the deletion of your personal data is justified by compliance with the law. 

 

However, the Data Controller is not obliged to fulfill your request if the data management is necessary:  

a) for the purpose of exercising the right to freedom of expression and information;  



b) for the purpose of fulfilling an obligation according to EU or Member State law applicable to the data 
controller requiring the processing of personal data, or for the purpose of performing a task performed in 
the public interest or in the context of the exercise of a public authority vested in the data controller;  

c) on the basis of public interest in the field of public health;  

d) for the purpose of archiving in the public interest, for scientific and historical research purposes or for 
statistical purposes, if the deletion of the data would likely make this data management impossible or 
seriously endanger it; or  

e) to present, enforce and defend legal claims.  

  

If you wish to exercise this right, contact us via one of the contact details specified in point 2. 

 

The right to restrict data processing  

You can restrict the processing of your personal data if  

a) believes that the personal data stored about you is not accurate; or  

b) personal data are not processed legally, but instead of requesting their deletion, you would rather limit 
their processing; or  

c) the Data Controller no longer needs your personal data for the purpose(s) for which it was originally 
collected, but you require this data for the purpose of submitting or asserting a legal claim or defending 
against a claim or   

d) You have objected to the processing of your personal data and are awaiting confirmation as to whether 
your interests in relation to your objection override the legal basis for data processing.  

  

If you wish to restrict the processing of your personal data, please contact us via one of the contact 
details specified in point 2. 

 

The right to protest  

You can object to the processing of your personal data at any time. In case of such intention, please 
contact us via one of the contact details specified in point 2.  

  

Automated decision making  

No automated decision-making takes place. 

 

11. What are the consequences of illegal data processing? The right to appeal to a supervisory 
authority  

11.1. MEDICALSCAN Kft. is obliged to compensate for any damage caused by the illegal handling of your 
data or by breaching data security requirements.   



11.2. If MEDICALSCAN Kft. violates the privacy rights of the data subject by illegally handling your data or 
violating data security requirements, you can also demand damages from MEDICALSCAN Kft.   

11.3. If MEDICALSCAN Kft. refuses to exercise any of your rights, or if you are not satisfied with our answer, 
or if you wish to file a complaint, then to a civil court, as well as to the National Data Protection and 
Freedom of Information Authority (address: 1055 Budapest, Falk Miksa street 9-11.; postal address : 1363 
Budapest, Pf.: 9; phone number: +36 (1) 391-1400;  

ugyfelszolgalat@naih.hu) as a supervisory authority. Dated: Budapest, October 28, 2024. 


